Export the digital certificates from the Talemetry Service

1. Navigate to https://api.talemetry.com using any web browser (screenshot show chrome)

2. Select the security button to the left of the link and click on Connection is Secure and click on Certificate is Valid 
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3. From the certificate window, Click on Details and Select DigiCert Global Root G2
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4. Click on Export button and save it as Base64-encoded ASCII, single Certificate .
Make sure you change the extension to .cer as shown in below screenshot.
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5. Repeat the above process for Intermediate certificate DigiCert Global G2 TLS RSA SHA256 2020 CA1 and _.resumemirror.com certificate also.
6. You will have 3 .cer files saved by now.
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EAM is a collection of Web Services that processes and manages resumes and returns extracted results.
The following operations are supported. For a formal definition, please review the Service Description.

« AddResumeStream
The AddResumeStream method instructs EAM to perform an extraction on the resume stream provided and add the XML results
into a review queue or pickup queue where it is available for ListResults SOAP calls.

+ ConfirmResume

The ConfirmResume method confirms the contents of a resume and puts the resume results into the queue to be picked up by the
ListResults SOAP call.

* CreateResumeTransaction
The CreateResumeTransaction creates a new EAM transaction without adding a resume to the transaction. The transaction acts as a
placeholder; a resume can be added to the transaction later using the UpdateResume method.

o ListAccountResults
Returns a list of the available extracted resume transactions for the all sub-accounts or a specific sub-account and/or email
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